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1. Discussion
1.1
Background

During the study work on the NextGen network, the term DNN (Data Network Name) was introduced in order to refer to information provided by the UE to identify the Data Network for which a PDU session was to be established.

While the term "DNN" is liberally used throughout the TR 23.799 in both solutions and agreements, there is no agreed definition anywhere, besides identifying a Data Network. It is being used extensively in the agreements for the description of the selection of a SMF, and for establishing PDU sessions. For example:

-
section 8.1 (Network Slicing): " The UE shall include in a PDU session establishment Request a SM-NSSAI which, shall enable the selection of an SMF, alongside the DNN", " If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.",
-
section 8.4 (Session Management): " The HPLMN shall be able to control (via subscription data) per DNN whether a PDU session is to be set-up in HR or in LBO mode", "SM service identification may contain slicing related information (defined as part of the Key Issue on slicing) and the Data Network Name (DNN)", ...

The concept itself is heavily inspired by the APN of the GPRS/EPC network architecture. Some solutions of TR 23.799 even carry the following editor's note:

Editor's note:
It is FFS whether the DNN is identical to the APN.

However, due to lack of time, there has been no discussion during the study phase whether the DNN should be identical to the APN, similar, or something entirely different altogether.

Indeed, in SA2#118bis, a contribution (S2-170181) advocated to reuse the APN instead of the DNN:
In the EPC, the APN is used to identify the data network to which a PDN connection provides user plane connectivity.

In TR 23.799, the Data Network Name is used in the exact same way as an APN. It seems logical to define the DNN as being an APN. This also simplifies the interworking with the EPC when the UE roams to an EPC network or handovers from a 5G network to the EPC and needs to add a new PDN connection.

Proposal 13: it is propose to use the term APN as defined in the EPC to identify a Data Network.

However, as it was mentioned during the presentation, there was little discussion aiming to make a proper decision on this respect, and the discussion on the nature of the DNN was postponed.
The structure of the APN is defined in TS 23.003, section §9:
The APN is composed of two parts as follows:

-
The APN Network Identifier; this defines to which external network the GGSN/PGW is connected and optionally a requested service by the MS. This part of the APN is mandatory.

-
The APN Operator Identifier; this defines in which PLMN GPRS/EPS backbone the GGSN/PGW is located. This part of the APN is optional.

1.2
Introducing a DN differentiator
The Data Network Name (DNN) represents a Data Network (DN), as the Access Point Name (APN) in GPRS/EPC was representing a Packet Data Network (PDN).
In 5G CN, the DNN is used to identify the Data Network to which a PDU session needs to be connected, via one or several UPF, over N6, for the purpose of accessing services available in that Data Network ("Internet" services, IMS, private/enterprise networks, local data networks, etc). The DNN is used in the UE, where applications can be configured to point to specific DNN for their connectivity, both in HPLMN and in roaming cases. It is also used in the network, e.g. to define policies, etc.
For this reason, a DNN needs to be well-defined, within a PLMN and also across PLMNs. In roaming scenarios, the use of non-standardised values (or values not explicitly agreed between the HPLMN and VPLMN) may result in failure of establishing an optimal connection (e.g. by forcing home routed traffic).

However, this may limit the deployment options of the operator. Taking for example the case of services available over the internet (such as video on demand, etc) that operators may want to provide locally (based on agreements with the 3rd party), in order to set up PDU sessions to the optimal data network (or data network entry point), the operator would need to rely on mechanisms other than the DNN to establish the session to the right Data Network (one of the mechanism being the use of specific slice type/differentiators; however, due to signalling limitations, the differentiators might have to be operator-specific). Failure to do so (e.g. by using a specific name, potentially not recognised in the roaming network), may result in suboptimal routing (e.g. home routed) or rejection.
To allow operators to configure specific data networks for applications, while allowing their roaming partners to still provide adequate service, it is proposed to define the DNN as follows:

-
an APN (mandatory), plus

-
an optional DN differentiator.

The APN is defined as it was in previous generations. The DN differentiator is typically defined by the UE application(s) and independent from the operator (e.g. it is configured together with the UE application or service, it can for example carry values similar to UE application identities).

At SMF selection, and when the PDU session is established, the full DNN is used. If the combination of the APN and the DN differentiator is not recognised by the Core Network, then the DN differentiator is discarded and only the APN is used as DNN in the network. A UE connected to a GPRS/EPC network would only transmit the APN.
For example, a Video-on-Demand application may associate the DN Differentiator for its PDU sessions to "com.netvideos". When the network receives the DNN (APN="internet";DND="com.netvideos"), it can select the Data Network associated with internet/com.netvideos (e.g. to a specific local DN hosting NetVideos Application Servers). If no such DN exists within the PLMN, the PDU session can be established towards the "internet" DN.

This provides more flexibility to the operator for deploying value-added services, without risking lack of interoperability in roaming and interworking scenarios. This functionality is not related to network slices and not dependent on network slice deployments.
2. Proposal
It is proposed to make the following changes to the TS 23.501.
* * * Begin of Changes * * * 
5.9
Identifiers

5.9.1
General

Editor's note:
This could include describe different types of identifiers - permanent and temporary identifiers.

Each subscriber in the 5G system shall be allocated one 5G Subscription Permanent Identifier (SUPI).

Editor's note:
SUPI may be subject to enhanced privacy protection based on SA WG3 decision. The impact and adjustments needed to be done on SA WG2 is FFS.

The 5G system supports identification of subscriptions independently of identification of the user equipment. Each UE accessing the 5G system shall be assigned a Permanent Equipment Identifier (PEI).

The 5G system supports allocation of a temporary identifier (5G-GUTI) in order to support user confidentiality protection.

5.9.2
Subscriber Permanent Identifier

A globally unique 5G Subscriber Permanent Identifier (SUPI) shall be allocated to each subscriber in the 5G system.

The following have been identified as valid SUPI types for this Release:

-
IMSI as defined in TS 23.003 [19].

-
Network Access Identifier (NAI) using the NAI RFC 4282 [20] based user identification as defined in TS 23.003 [19].

NOTE:
By using the NAI, it will be possible to also use non-IMSI based SUPIs.

It is possible for a representation of the IMSI to be contained within the NAI for the SUPI e.g. when used over a non-3GPP Access Technology.

In order to enable roaming scenarios, the SUPI shall contains the address of the home network (e.g. the MCC and MNC in the case of an IMSI based SUPI).

For interworking with the EPC, the SUPI allocated to the 3GPP UE shall always be based on an IMSI to enable the UE to present an IMSI to the EPC.

5.9.3
Permanent Equipment Identifier

A Permanent Equipment Identifier (PEI) is defined for the 3GPP UE accessing the 5G system.

The PEI can assume different formats for different UE types and use cases. The UE shall present the PEI to the network together with an indication of the PEI format being used.

If the UE supports at least one 3GPP access technology, the UE must be allocated a PEI in the IMEI format.

In the scope of this release, the only format supported for the PEI parameter is an IMEI, as defined in TS 23.003 [19].

5.9.4
5G Globally Unique Temporary Identity
The AMF shall allocate a 5G Globally Unique Temporary Identity (5G-GUTI) to the UE that is common to both 3GPP and non-3GPP access. It shall be possible to use the same 5G-GUTI for accessing 3GPP access and non-3GPP access security context within the AMF for the given UE. An AMF may re-assign a new 5G-GUTI to the UE at any time. The AMF may delay updating the UE with its new 5G-GUTI until the next NAS transaction.

The 5G-GUTI shall be structured as:


<5G-GUTI> := <GUAMI> <5G-TMSI>


where GUAMI identifies the assigned AMF and 5G-TMSI identifies the UE uniquely within the AMF.

The Globally Unique AMF ID (GUAMI) shall be structured as:


<GUAMI> :=  <MCC> <MNC> <AMF Region ID> <AMF Set ID> <AMF Pointer>


where AMF Region ID identifies the region, AMF Set ID uniquely identifies the AMF Set within the AMF Region and AMF Pointer uniquely identifies the AMF within the AMF Set.

NOTE 2:
The AMF Region ID addresses the case that there are more AMFs in the network than the number of AMFs that can be supported by AMF Set ID and AMF Pointer by enabling operators to re-use the same AMF Set IDs and AMF Pointers in different regions.

Editor's note:
Whether AMF Set ID and AMF Pointer need separate standardized fields, or can share a common code space is up to Stage 3.

Editor's note:
Mapping of the 5G-GUTI for interworking with EPC is FFS.
Editor's note:
It is assumed that Stage 3 will enable AMF implementations to support multiple GUAMIs.

The 5G-S-TMSI is the shortened form of the GUTI to enable more efficient radio signalling procedures (e.g. during Paging and Service Request) and is defined as:


<5G-S-TMSI> :=  <AMF Set ID> <AMF Pointer> <5G-TMSI>
Editor's note:
The structures of 5G-GUTI, GUAMI and 5G-S-TMSI can be removed once formally defined in TS 23.003.

5.9.x
Data Network Name
In the 5G system, a Data Network is identified by a Data Network Name (DNN), comprising the following information:

-
an Access Point Name (APN), as defined in 3GPP TS 23.003 [19], section 9, and

-
optionally, a Data Network Differentiator.
The Data Network Differentiator is an optional information configured in the UE and related to UE applications. It is not an operator-specific information.
The serving 5G network may decide to only use the APN part of the DNN if the complete DNN cannot be resolved to a specific Data Network. The complete DNN is still used in procedures between the UE and the 5G network.
During interworking procedures with the EPC, the UE shall only use the APN when establishing PDN connections over the EPC (see section 5.17).
* * * End of Changes * * * 
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